
Service Discription (Incident) Priority Response Time

Service Not Available
(All users and functions are unavailable)

1

Critical
Within 2 Hours

Significant Degradation of Service
(Large number of users or business critical functions

affected)

2

Urgent
Within 4 Hours

Limited Degradation of Service
(Limited number of users or functions affected, business

process can continue)

3

Standard

Within 12

Hours

Small Degradation of Service
(Business process can continue, small number of users

affected)

4

Low Prioity
Next-day

support@sncsolutions.com.au
+61 3 9796 5690
To lodge a support ticket:

Request - A requirement from a user or Business for new work such as creating a user, installing
software, changes to systems etc. Standard Requests are actioned from Next Business day and
within 3 business days, Requests may be scheduled works and will be planned based on a date

agreed between SNC and the Customer and any costs agreed to beforehand
Incident – An Issue that affects a user(s) or Business's ability to function or affects Security,

prioritized on the size of the Impact/Risk to the business (refer to chart below)
Customers NOT on a Service plan response times are Best Effort only.



support@sncsolutions.com.au
+61 3 9796 5690
To lodge a support ticket:

Monthly Firewall Firmware Updates 1.
Monthly Wi-Fi Firmware Updates 2.
Monthly Backup Restore Tests 3.
Monitoring of Backups for any Issues or Failures4.
Malware/Virus  Monitoring5.
Device Monitoring (Server and Desktops) Performance, Disk space etc6.
Vulnerability Monitoring of Windows and Related Software7.
Monitoring of Software Installations 8.

Professional Service Plan

Essentials Service Plan

Service Plans  are designed to provide your Business with the peace of mind that Backups,
Firmware, and Security is monitored along with the Support and reliability you require for day-to-

day issues. Ensuring your systems are kept updated and managed will go a long way to ensure your
preparedness if disaster strikes, whilst ensuring all steps are taken to mitigate security risks.

Business hours are 8:30 am to 5:00 pm Monday to Friday.

Quarterly Firewall Firmware Updates 1.
Quarterly Wi-Fi Firmware Updates 2.
Quarterly Backup Restore Tests 3.
Monitoring of Backups for any Issues or Failures4.
Malware/Virus Monitoring5.
Device Monitoring (Server and Desktops) Performance, Disk space etc6.
Monitoring of Software Installations 7.


